
Personal Data Protection Statement 

 

COOP EURO, a.s., registered office: Bajkalská 25, 827 18 Bratislava, organization ID no.: 35 803 223, 
registered in the Commercial Register kept by the District Court of Bratislava I, section: Sa, entry no.: 
2634/B (hereinafter referred to as the “Controller”) collects, processes, and uses personal data in 
compliance with Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 
2016 on the protection of natural persons with regard to the processing of personal data and on the 
free movement of such data, and in compliance with Act no. 18/2018 on personal data protection and 
takes all the steps necessary to safeguard compliance with the  above legal regulations. 

The Controller will process personal data only for the purpose for which it has been collected. The 
Controller hereby declares that they will process personal data only in compliance with standard 
practices, act in a manner consistent with the Personal Data Protection Act and other generally binding 
legal regulations, and refrain from circumventing such regulations. After achieving the purpose of 
personal data processing, the Controller will arrange deletion of personal data without undue delay 
unless a special legal regulation stipulates otherwise. 

The Controller will safeguard a reasonable level of personal data protection and protect personal data 
from damage, destruction, loss, modification, unauthorized access, making it available, disclosure 
publishing, and any other inadmissible methods of processing; the Controller has been adopting 
reasonable security measures for that purpose, corresponding to the manner of personal data 
processing. 

The Controller will process personal data while respecting the rights of the data subject. The data 
subject is entitled to receive the Controller´s confirmation stating whether the personal data 
concerning the data subject is subject to processing or not. Where the Controller processes such 
personal data, the data subject is entitled to have access to the personal data and receive information 
about: 

• the purpose of personal data processing, 
• the category of the personal data subject to processing, 
• identification of the recipient or the category of the recipient to whom the personal data has 

been or is supposed to be provided and, in particular, about any recipient in a third country or 
an international organization provided that it is possible, 

• the period of personal data retention; if it is not possible, information about the criteria for 
determination of such a period, 

• the right to request from the Controller correction of the data subject´s personal data, erasure 
of such data or restriction of its processing and the right to object to personal data processing, 

• the right to file a petition for commencement of proceedings 
• the source of personal data where personal data has not been obtained from the data subject, 
• existence of automated individualized decision-making and profiling. 

 

The data subject is entitled to correction by the Controller without undue delay of the inaccurate 
personal data concerning the data subject. The data subject is entitled to complementation of 
incomplete personal data in view of the purpose of personal data processing. 

 



 

The data subject is entitled to erasure by the Controller without undue delay of the personal data 
concerning the data subject where: 

• personal data is no longer necessary for the purpose for which it has been collected or 
otherwise processed, 

• the data subject withdraws consent based on which personal data processing has been carried 
out and there is no other legal ground for personal data processing. Withdrawal of the consent 
is without prejudice to the lawfulness of the processing based on the consent before its 
withdrawal, 

• the data subject objects to personal data processing and there are no prevailing well-grounded 
reasons for personal data processing, 

• personal data is processed unlawfully. 

The data subject has the right to request that the Controller restrict personal data processing where: 

• the data subject objects to the personal data accuracy and this for a period of time enabling 
the Controller to check accuracy of the personal data, 

• personal data processing is unlawful and the data subject objects to the erasure of the 
personal data and requests restricting of its use instead, 

• the Controller does not need personal data for the purpose of personal data processing any 
longer but 

• the data subject needs the personal data in order to enforce a legal claim, or 
• the data subject objects to the personal data processing. 

The data subject has the right to receive the personal data concerning him or her, which he or she has 
provided to the Controller, in a structured, commonly used, and machine-readable format and has the 
right to transmit such personal data to another controller where it is technically feasible. The 
transferability right does not apply to the processing necessary for the performance of a task carried 
out in the public interest or in the exercise of official authority vested in the Controller. 

The data subject may object to processing of his/her personal data due to grounds relating to his/her 
particular situation where the processing is carried out based on a legitimate interest of the Controller, 
including profiling based on such provisions. The Controller shall no longer process the personal data 
unless the Controller demonstrates compelling legitimate grounds for the processing which override 
the interests, rights and freedoms of the data subject or for the establishment, exercise or defense of 
legal claims. 

The data subject has the right to object to his/her personal data processing for the purposes of direct 
marketing, including profiling, to the extent to which it relates to direct marketing. Where the data 
subject objects to personal data processing for direct marketing purposes, the Controller shall refrain 
from further processing of personal data for direct marketing purposes. 

The data subject shall have the right not to be subject to a decision based solely on automated 
processing, including profiling, which produces legal effects concerning him or her or similarly 
significantly affects him or her unless it is the personal data necessary to enter into a contract or to 
fulfil a contract between the data subject and the Controller. 

 



The data subject has the right to file a petition for inquiry under Section 100 of Act no. 18/2018 on 
personal data protection where the data subject suspects that his/her personal data is handled in an 
unlawful manner or where processing of his/her personal data or any breach of security within 
personal data processing has resulted in violation of the data subject´s rights. 

The Controller or a processor may, in compliance with the terms and conditions set out by special 
regulations or an international treaty binding upon the Slovak Republic, restrict the scope of 
obligations and rights where such a restriction is set out in order to safeguard: 

• security of the Slovak Republic, 
• defense of the Slovak Republic, 
• public order, 
• fulfilment of tasks for purposes of criminal proceedings, 
• other important objectives in general public interest of the European Union or the Slovak 

Republic and, in particular, an affair subject to important economic interest or important 
financial interest of the European Union or the Slovak Republic, including financial, budgetary, 
and tax issues, public health, or social security, 

• protection of the independent character of the judicial system and judicial proceedings, 
• prevention of violation of ethics within regulated occupations or regulated expert activities, 
• the monitoring function, control function or regulatory function associated with exercise of 

official authority, 
• protection of rights of the data subject or other persons, 
• enforcement of a legal claim, 
• economic mobilization. 

 

The data subject shall be entitled to defend his/her rights through the data protection officer or to file 
a petition for inquiry or a complaint with the supervisory body - Office for Personal Data Protection in 
Slovakia - in compliance with Section 100 of Act no. 18/2018. 


